From Competition to Confrontation with China: The Major Shift in U.S. Policy
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Over a period of a little more than a month, the U.S. has gone from a mixture of competition and cooperation with China to direct confrontation. This confrontation has also focused largely on the civil level – more specifically on ideology, economics, industrial espionage, cyberattacks on civil networks and databases, and disinformation campaigns.

Top Administration officials have given five major speeches which assert that China can no longer be treated as a state evolving towards a more liberal power that will pursue security and economic objectives on terms the U.S. and other states can accept. These speeches assert that China has become an authoritarian state that is driven by a Communist ideology, is seeking to become the world’s dominant power, and is using methods of competition that are illegal and violate international norms.

Secretary of State Pompeo made this clear in the last – and most definitive – of these five speeches by stating that,

… we have to admit a hard truth. We must admit a hard truth that should guide us in the years and decades to come, that if we want to have a free 21st century, and not the Chinese century of which Xi Jinping dreams, the old paradigm of blind engagement with China simply won’t get it done. We must not continue it and we must not return to it.

… We opened our arms to Chinese citizens, only to see the Chinese Communist Party exploit our free and open society. China sent propagandists into our press conferences, our research centers, our high-schools, our colleges, and even into our PTA meetings…We marginalized our friends in Taiwan, which later blossomed into a vigorous democracy…We gave the Chinese Communist Party and the regime itself special economic treatment, only to see the CCP insist on silence over its human rights abuses as the price of admission for Western companies entering China.

… we have to keep in mind that the CCP regime is a Marxist-Leninist regime. General Secretary Xi Jinping is a true believer in a bankrupt totalitarian ideology. It’s this ideology, it’s this ideology that informs his decades-long desire for global hegemony of Chinese communism. America can no longer ignore the fundamental political and ideological differences between our countries, just as the CCP has never ignored them.

… the only way to truly change communist China is to act not on the basis of what Chinese leaders say, but how they behave. And you can see American policy responding to this conclusion. President Reagan said that he dealt with the Soviet Union on the basis of “trust but verify.” When it comes to the CCP, I say we must distrust and verify.

We, the freedom-loving nations of the world, must induce China to change, just as President Nixon wanted. We must induce China to change in more creative and assertive ways, because Beijing’s actions threaten our people and our prosperity.

We must start by changing how our people and our partners perceive the Chinese Communist Party. We have to tell the truth. We can’t treat this incarnation of China as a normal country, just like any other.

The previous speeches each addressed key areas of Chinese competition that the speaker felt violated international norms and legitimate forms of competition, and in doing so, threatened the U.S. and its allies. Each made it clear that China had evolved into an increasing threat.

This analysis provides the key excerpts from each speech. It traces the full set of arguments advanced by the top officials of the United States government. It highlights each of the specific
examples which cite Chinese behavior that threaten the U.S. and other states – and also serves as a reference for what could be the most important shifts in U.S. policy towards China and its relations with the United States and the world since President Nixon’s opening to China in 1971-1972.

At the same time, the analysis that follows shows these speeches raise five critical issues for U.S. politics, strategy, and action in dealing with China:

1. Is this view of China correct, and does it offer the best option for dealing with China in the future?
2. Is this view of China one that has bipartisan support in the U.S. and will endure beyond the coming election?
3. The current U.S. national strategy addresses both China and Russia as major competitors, as well as far less serious threats from nations like Iran and North Korea. What is the U.S. position on Russia?
4. What changes are required in U.S. strategy and to what extent can the U.S. create global support for its position?
5. How does the U.S. build domestic and international support for such a position and show that its stance is valid?

In each case, it is clear that these speeches raise critical challenges, but they do not provide workable answers to any of these questions.

**Five Key Speeches That Change U.S. Policy from Competition to Confrontation**

Senior Administration officials – ranging from the Director of the FBI to the Secretary of State – have given four speeches and statements that have charged China with actively violating and undermining international values and competing on illegal terms – singling out Chairman Xi Jinping – who has served as General Secretary of the Chinese Communist Party (CCP), Chairman of the Central Military Commission (CMC) since 2012, and President of the People's Republic of China (PRC) since 2013.


The first three of these speeches were designed to be given in a series, building up to a final major policy address by the Secretary of State that called for open confrontation with China and the creation of a new international system to contain China’s action and ambitions. The equivalent of a fifth speech was added in the form of a statement that dealt with Chinese claims
in the South China Sea, Taiwan, and Japan – made at a time when Chinese and U.S. military activity in the region had reached near record heights.


Examining the Key Quotes from Each Speech: Sometimes Words Really Matter

These speeches have all been reported in a summarized form in U.S. and global media, but their content and importance has been overshadowed by the Coronavirus, U.S. domestic politics, the closing of the Chinese consulate in Houston and the U.S. consulate in Wuhan, the crisis in Hong Kong, and a host of other global crisis and conflicts. They are cases, however, where words really matter, and where the charges made against China now need as much open source verification as possible.

The actual contents of each speech are also important because they make a major shift in the way the U.S. assesses Chinese competition and the Chinese threat. These five speeches and statements, U.S. strategy documents, U.S defense budgets, and U.S. annual threat assessments all illustrate the fact that the United States, its allies, and its strategic partners not only face a wide range of military threats from China, but they also face a continuing set of civil threats as well.

The U.S. has now taken the official position that its confrontation with China is a civil-military or “whole of government” challenge – where the civil challenge may pose even more of a threat than the military one. As documents like the Defense Intelligence Agency’s annual report on Chinese Military Power make all too clear, the U.S. does face serious military challenges from China and must deter and defend against the risk of major conventional and nuclear wars.

The U.S. has now made it equally clear, however, that this is only part of the story. The U.S. must deal with ongoing, constant economic and technological challenges that either do not directly involve the use of military forces or limit it to demonstrative military actions; the use of third country state or non-state actors and limited clashes; as well as the almost invisible use of information, disinformation, and cyberwarfare as a different kind of weaponry.

At the same time, the speeches became steadily more hardline and confrontational. They progressed from relatively normal reporting on potential threat behavior to a final Pompeo speech that attacked the leadership of China on the basis that the United States, its allies, and the world could not coexist with China’s current behavior. Tracking this escalating rhetoric is as important to understanding the shift in the U.S. position from a strategy of competition to confrontation as focusing on the indictments each speech made of China’s behavior.

The Threat from Information Warfare and Propaganda

The first speech, by National Security Advisor O’Brien, set the stage by addressing China’s leadership, ideology, and conduct by stating that the U.S. had long failed to understand the true nature of China’s behavior. It was a tightly written speech which has to be read in full to understand its full impact, but some key quotes show the themes that were repeated in the speeches that followed:

America, under President Trump’s leadership, has finally awoken to the threat the Chinese Communist Party’s actions and the threat they pose to our very way of life. For decades, conventional wisdom in both U.S. political parties, the business community, academia, and media, has held that it was only a matter of
time before China would become more liberal, first economically and, then, politically. The more we opened our markets to China, the thinking went, the more we invested capital in China, the more we trained PRC bureaucrats, scientists, engineers, and even military officers, the more China would become like us.

It was under this premise that we welcomed China into the World Trade Organization in 2001 with vast concessions and trade privileges. We downplayed China’s gross human rights abuses, including Tiananmen Square. We turned a blind eye to China’s widespread technology theft that eviscerated entire sectors of the American economy.

As China grew richer and stronger, we believed, the Chinese Communist Party would liberalize to meet the rising democratic aspirations of its people. This was a bold, quintessentially American idea, born of our innate optimism and by the experience of our triumph over Soviet Communism. Unfortunately, it turned out to be very naive.

We could not have been more wrong—and this miscalculation is the greatest failure of American foreign policy since the 1930s. How did we make such a mistake? How did we fail to understand the nature of the Chinese Communist Party?

The answer is simple: because we did not pay heed to the CCP’s ideology. Instead of listening to what CCP leaders were saying and reading what they wrote in their key documents, we closed our ears and our eyes. We believed what we wanted to believe—that the Party members were communist in name only.

Let us be clear, the Chinese Communist Party is a Marxist-Leninist organization. The Party General Secretary Xi Jinping sees himself as Josef Stalin’s successor. In fact, as the journalist and former Australian government official John Garnaut has noted, the Chinese Communist Party is the last “ruling communist party that never split with Stalin, with the partial exception of North Korea.”

Yes, Stalin—the man whose brutal dictatorship and disastrous policies killed roughly 20 million Russians and others through famine, forced collectivization, executions, and labor camps. As interpreted and practiced by Lenin, Stalin, and Mao, communism is a totalitarian ideology.

Under communism, individuals are merely a means to be used toward the achievement of the ends of the collective nation state. Thus, individuals can be easily sacrificed for the nation state’s goals. Individuals do not have inherent value under Marxism-Leninism. They exist to serve the state; the state does not exist to serve them.

These ideas sound remote and outdated to us. They are, after all, old ideas—they were born a century and a half ago in Europe. They were implemented a century ago by Russia, and then discarded 30 years ago as the most costly failed political experiment in history. But in China, these ideas remain as fundamental to the Chinese Communist Party as the Constitution and the Bill of Rights do to us as Americans.

The Chinese Communist Party seeks total control over the people’s lives. This means political control, it means physical control, and, perhaps most importantly, it means thought control.

“In Classical Chinese statecraft,” Garnaut has noted, “there are two tools for gaining and maintaining control over ‘the mountains and the rivers’: the first is wu (武), weapons and violence, and the second is wen (文), language and culture. Chinese leaders have always believed that power derives from controlling both the physical battlefield and the cultural domain.” “For Lenin, Stalin, Mao and Xi,” Garnaut writes, “words are not vehicles of reason and persuasion. They are bullets. Words are for defining, isolating, and destroying opponents.”

At the same time, O’Brien gave specific examples Chinese activities—many of which characterize Russia’s behavior as well:

Over the past decade, the Party has invested billions of dollars into overseas propaganda operations to great effect. The CCP has moved to eliminate ‘unfriendly’ Chinese language media outlets worldwide, and is close to succeeding. Nearly every Chinese language news outlet in the U.S. is either owned by, or works closely with the Party—and it is making inroads into English language media as well. There are more than a dozen radio stations in cities across the country where Americans hear subtle pro-Beijing propaganda on their FM radio.
Recently, Chinese propaganda persuaded so many Americans that a U.S. soldier had brought the coronavirus to Wuhan—as opposed to Wuhan sending the virus to the rest of the world (a complete fabrication by the CCP) that this soldier and her family needed a personal security detail to protect them from death threats. This situation occurred in Maryland.

On TikTok, a Chinese-owned social media platform with over 40 million American users—probably a lot of your kids and younger colleagues—accounts criticizing CCP policies are routinely removed or deleted.

Last week, Twitter announced the suspension of more than 23,000 CCP linked accounts for spreading propaganda on Hong Kong and COVID-19. This latest suspension was in addition to last August’s removal of more than 150,000 CCP linked accounts that were used to spread anti-American disinformation and generate the illusion of popular support for Beijing’s policies in the United States. These are just the accounts Twitter caught. How many are still out there undetected?

In March, the CCP expelled American journalists working for the New York Times, the Wall Street Journal, and the Washington Post, almost fully eliminating independent reporting from within China on the Wuhan virus.

In addition to influencing what information American citizens receive regarding China, the CCP is increasingly using its leverage to police American speech. When the University of California at San Diego hosted the Dalai Lama as a commencement speaker in 2017, Beijing banned Chinese students from visiting UCSD on government funds.

When the general manager of the Houston Rockets tweeted his support for the peaceful Hong Kong protesters, the CCP announced its team’s games would not be shown on Chinese TV and used its economic power to pressure others in basketball, including star players, to criticize the tweet on behalf of Beijing.

Under pressure from the CCP, Marriott, and American, Delta, and United Airlines all removed references to Taiwan from their corporate websites. Mercedes Benz even apologized for posting an inspirational quote from the Dalai Lama on social media.

Beijing has used its financial might and market access to pressure Hollywood into self-censorship, incentivizing directors and producers to avoid topics that might not make it past the country’s censors in China. For example, the Japanese and Taiwanese flags were dropped from Tom Cruise’s flight jacket in the upcoming Top Gun sequel “Maverick.” MGM digitally changed the identities, post-production, of the invading military from China to North Korea in the “Red Dawn” remake.

The CCP is seeking leverage over individual Americans as well. The Party is collecting your most intimate data—your words, your actions, your purchases, your whereabouts, your health records, your social media posts, your texts, and mapping your network of friends, family, and acquaintances.

The CCP accomplishes this goal, in part, by subsidizing hardware, software, telecommunications, and even genetics companies. As a result, corporations such as Huawei and ZTE undercut competitors on price and install their equipment around the globe at a loss. This has the side effect of putting out of business American manufacturers of telecom hardware and has made it very difficult for Nokia and Ericsson. Why do they do it? Because it is not telecom hardware or software profits the CCP are after, it is your data. They use “backdoors” built into the products to obtain that data.

When the Chinese Communist Party cannot buy your data, it steals it. In 2014, the CCP hacked Anthem insurance, collecting sensitive information on 80 million Americans. In 2015, the CCP hacked the Office of Personnel Management, which holds security clearance information, acquiring sensitive data on 20 million Americans who work for the federal government. In 2017, it hacked Equifax, obtaining the names, birthdates, social security numbers, and credit scores of 145 million Americans.

In 2019, the CCP hacked Marriott, gathering information on 383 million guests, including their passport numbers. And, in 2016, a Chinese company even bought the dating app Grindr to harvest its data, including the HIV status of users, before the U.S. government forced a divestiture on national security grounds. These are just a few of the instances we know about.

How will the Chinese Communist Party use this data? In the same way it uses data within China’s borders: to target, to flatter, to cajole, to influence, to coerce, and to even blackmail individuals to say and do things that serve the Party’s interests. This is ‘micro targeting’ beyond an advertiser’s wildest dreams. China,
unlike advertisers, will not be stopped by government regulations. The Chinese Communist Party simply wants to know everything about you—just as it likes to know almost everything about every individual living in China.

In addition to propaganda and influence operations, the Chinese Communist Party uses trade to coerce compliance with its dictates. When Australia called for an independent investigation of the coronavirus’ origins and spread, the Chinese Communist Party threatened to stop buying Australian agricultural products and to prevent Chinese students and tourists from traveling to Australia. When Australia refused to relent, Beijing put these threats into force, imposing an 80% tariff on Australian barley exports.

International organizations are also part of China’s plan. China has sought leadership positions within many global bodies. China now heads four out of fifteen UN specialized agencies, more than the U.S., UK, France, and Russia, the other members of the permanent members of the U.N. Security Council, combined. The PRC uses these leaders to force the international bodies to parrot Beijing’s talking points and to install Chinese telecommunications equipment in their facilities.

For example, since Zhao Houlin of the International Telecommunications Union took his post he began to aggressively promote Huawei sales. Secretary-General Fang Liu of the International Civil Aviation Organization has blocked Taiwan’s participation in General Assembly meetings and covered up a Chinese hack of the organization. The Party has used China’s membership on the UN Human Rights Council to prevent criticism of its abuses in Xinjiang and Hong Kong.

The CCP’s reach extends to heads of international organizations who are not themselves Chinese officials. Under Beijing’s thumb, and at an unacceptable cost to human life, Director-General Tedros of the World Health Organization dutifully used Chinese talking points on the Wuhan virus. As late as mid-January, he claimed there was no human-to-human transmission of the disease. He opposed international travel restrictions. At the same time, Tedros praised China’s own domestic travel restrictions on Wuhan residents. In other words, they could travel overseas, but they could not travel and potentially take the virus to Beijing or Shanghai. These CCP tactics in international organizations, as we have seen with the coronavirus, are a major cause of concern not just for the United States, but to the world.

The Threat from Cyber, Economic Espionage, Hacking, and Manipulating Academia and Research Activities

FBI Director Wray’s speech was also very tightly written and carefully structured in content and tone. It limited its broad indictments of China, but key excerpts make it clear that it was part of the package of four speeches and referenced both the O’Brien speech, warning that,

The greatest long-term threat to our nation’s information and intellectual property, and to our economic vitality, is the counterintelligence and economic espionage threat from China. It’s a threat to our economic security—and by extension, to our national security… I will provide more detail on the Chinese threat than the FBI has ever presented in an open forum. This threat is so significant that the attorney general and secretary of state will also be addressing a lot of these issues in the next few weeks. But if you think these issues are just an intelligence issue, or a government problem, or a nuisance largely just for big corporations who can take care of themselves—you could not be more wrong.

It’s the people of the United States who are the victims of what amounts to Chinese theft on a scale so massive that it represents one of the largest transfers of wealth in human history. If you are an American adult, it is more likely than not that China has stolen your personal data.

In 2017, the Chinese military conspired to hack Equifax and made off with the sensitive personal information of 150 million Americans—we’re talking nearly half of the American population and most American adults—and as I’ll discuss in a few moments, this was hardly a standalone incident.

Our data isn’t the only thing at stake here—so are our health, our livelihoods, and our security. We’ve now reached the point where the FBI is opening a new China-related counterintelligence case about every 10 hours. Of the nearly 5,000 active FBI counterintelligence cases currently underway across the country, almost half are related to China. And at this very moment, China is working to compromise American
health care organizations, pharmaceutical companies, and academic institutions conducting essential COVID-19 research.

But before I go on, let me be clear: This is not about the Chinese people, and it’s certainly not about Chinese Americans. Every year, the United States welcomes more than 100,000 Chinese students and researchers into this country. For generations, people have journeyed from China to the United States to secure the blessings of liberty for themselves and their families—and our society is better for their contributions. So, when I speak of the threat from China, I mean the government of China and the Chinese Communist Party.

…First: We need to be clear-eyed about the scope of the Chinese government’s ambition. China—the Chinese Communist Party—believes it is in a generational fight to surpass our country in economic and technological leadership… China is engaged in a whole-of-state effort to become the world’s only superpower by any means necessary.

…The second thing the American people need to understand is that China uses a diverse range of sophisticated techniques—everything from cyber intrusions to corrupting trusted insiders. They’ve even engaged in outright physical theft. And they’ve pioneered an expansive approach to stealing innovation through a wide range of actors—including not just Chinese intelligence services but state-owned enterprises, ostensibly private companies, certain kinds of graduate students and researchers, and a whole variety of other actors working on their behalf.

To achieve its goals and surpass America, China recognizes it needs to make leaps in cutting-edge technologies. But the sad fact is that instead of engaging in the hard slog of innovation, China often steals American intellectual property and then uses it to compete against the very American companies it victimized—in effect, cheating twice over. They’re targeting research on everything from military equipment to wind turbines to rice and corn seeds.

Through its talent recruitment programs, like the so-called Thousand Talents Program, the Chinese government tries to entice scientists to secretly bring our knowledge and innovation back to China—even if that means stealing proprietary information or violating our export controls and conflict-of-interest rules.

…China uses a diverse range of sophisticated techniques—everything from cyber intrusions to corrupting trusted insiders. They’ve even engaged in outright physical theft. And they’ve pioneered an expansive approach to stealing innovation through a wide range of actors—including not just Chinese intelligence services but state-owned enterprises, ostensibly private companies, certain kinds of graduate students and researchers, and a whole variety of other actors working on their behalf.

Wray then went on to provide the following specific examples of the conduct he was addressing:

**Economic Espionage**

To achieve its goals and surpass America, China recognizes it needs to make leaps in cutting-edge technologies. But the sad fact is that instead of engaging in the hard slog of innovation, China often steals American intellectual property and then uses it to compete against the very American companies it victimized—in effect, cheating twice over. They’re targeting research on everything from military equipment to wind turbines to rice and corn seeds.

Through its talent recruitment programs, like the so-called Thousand Talents Program, the Chinese government tries to entice scientists to secretly bring our knowledge and innovation back to China—even if that means stealing proprietary information or violating our export controls and conflict-of-interest rules.

Take the case of scientist Hongjin Tan, for example, a Chinese national and American lawful permanent resident. He applied to China’s Thousand Talents Program and stole more than $1 billion—that’s with a “b”—worth of trade secrets from his former employer, an Oklahoma-based petroleum company, and got caught. A few months ago, he was convicted and sent to prison.

Or there’s the case of Shan Shi, a Texas-based scientist, also sentenced to prison earlier this year. Shi stole trade secrets regarding syntactic foam, an important naval technology used in submarines. Shi, too, had applied to China’s Thousand Talents Program, and specifically pledged to “digest” and “absorb” the
relevant technology in the United States. He did this on behalf of Chinese state-owned enterprises, which ultimately planned to put the American company out of business and take over the market.

In one of the more galling and egregious aspects of the scheme, the conspirators actually patented in China the very manufacturing process they’d stolen, and then offered their victim American company a joint venture using its own stolen technology. We’re talking about an American company that spent years and millions of dollars developing that technology, and China couldn’t replicate it—so, instead, it paid to have it stolen.

And just two weeks ago, Hao Zhang was convicted of economic espionage, theft of trade secrets, and conspiracy for stealing proprietary information about wireless devices from two U.S. companies. One of those companies had spent over 20 years developing the technology Zhang stole.

These cases were among more than a thousand investigations the FBI has into China’s actual and attempted theft of American technology—which is to say nothing of over a thousand more ongoing counterintelligence investigations of other kinds related to China. We’re conducting these kinds of investigations in all 56 of our field offices. And over the past decade, we’ve seen economic espionage cases with a link to China increase by approximately 1,300 percent.

The stakes could not be higher, and the potential economic harm to American businesses and the economy as a whole almost defies calculation.

Clandestine Efforts
As National Security Advisor O’Brien discussed in his June remarks, the Chinese government is also making liberal use of hacking to steal our corporate and personal data—and they’re using both military and non-state hackers to do it. The Equifax intrusion I mentioned just a few moments ago, which led to the indictment of Chinese military personnel, was hardly the only time China stole the sensitive personal information of huge numbers of the American public.

For example, did any of you have health insurance through Anthem or one of its associated insurers? In 2015, China’s hackers stole the personal data of 80 million of that company’s current and former customers.

Or maybe you’re a federal employee—or you used to be one, or you applied for a government job once, or a family member or roommate did. Well, in 2014, China’s hackers stole more than 21 million records from OPM, the federal government’s Office of Personnel Management.

Why are they doing this? First, China has made becoming an artificial intelligence world leader a priority, and these kinds of thefts feed right into China’s development of artificial intelligence tools.

Compounding the threat, the data China stole is of obvious value as they attempt to identify people for secret intelligence gathering. On that front, China is using social media platforms—the same ones Americans use to stay connected or find jobs—to identify people with access to our government’s sensitive information and then target those people to try to steal it.

Just to pick one example, a Chinese intelligence officer posing as a headhunter on a popular social media platform recently offered an American citizen a sizeable sum of money in exchange for so-called “consulting” services. That sounds benign enough until you realize those “consulting” services were related to sensitive information the American target had access to as a U.S. military intelligence specialist.

Now that particular tale has a happy ending: The American citizen did the right thing and reported the suspicious contact, and the FBI, working together with our armed forces, took it from there. I wish I could say that all such incidents ended that way.

Threats to Academia
It’s a troublingly similar story in academia.

Through talent recruitment programs like the Thousand Talents Program I mentioned just a few moments ago, China pays scientists at American universities to secretly bring our knowledge and innovation back to China—including valuable, federally funded research. To put it bluntly, this means American taxpayers are effectively footing the bill for China’s own technological development. China then leverages its ill-gotten
gains to undercut U.S. research institutions and companies, blunting our nation’s advancement and costing American jobs. And we are seeing more and more of these cases.

In May alone, we arrested both Qing Wang, a former researcher with the Cleveland Clinic who worked on molecular medicine and the genetics of cardiovascular disease, and Simon Saw-Teong Ang, a University of Arkansas scientist doing research for NASA. Both of these guys were allegedly committing fraud by concealing their participation in Chinese talent recruitment programs while accepting millions of dollars in American federal grant funding.

That same month, former Emory University professor Xiao-Jiang Li pled guilty to filing a false tax return for failing to report the income he’d received through China’s Thousand Talents Program. Our investigation found that while Li was researching Huntington’s disease at Emory, he was also pocketing half a million unreported dollars from China.

In a similar vein, Charles Lieber, chair of Harvard’s Department of Chemistry and Chemical Biology, was indicted just last month for making false statements to federal authorities about his Thousand Talents participation. The United States has alleged that Lieber concealed from both Harvard and the NIH his position as a strategic scientist at a Chinese university—and the fact that the Chinese government was paying him, through the Wuhan Institute of Technology, a $50,000 monthly stipend, more than $150,000 in living expenses, and more than $1.5 million to establish a laboratory back in China.

**Malign Foreign Influence**

There’s more. Another tool China and the Chinese Communist Party use to manipulate Americans is what we call malign foreign influence.

Now, traditional foreign influence is a normal, legal diplomatic activity typically conducted through diplomatic channels. But malign foreign influence efforts are subversive, undeclared, criminal, or coercive attempts to sway our government’s policies, distort our country’s public discourse, and undermine confidence in our democratic processes and values.

China is engaged in a highly sophisticated malign foreign influence campaign, and its methods include bribery, blackmail, and covert deals. Chinese diplomats also use both open, naked economic pressure and seemingly independent middlemen to push China’s preferences on American officials.

Just take one all-too-common illustration: Let’s say China gets wind that some American official is planning to travel to Taiwan—think a governor, a state senator, a member of Congress. China does not want that to happen, because that travel might appear to legitimate Taiwanese independence from China—and legitimizing Taiwan would, of course, be contrary to China’s “One China” policy.

So what does China do? Well, China has leverage over the American official’s constituents—American companies, academics, and members of the media all have legitimate and understandable reasons to want access to Chinese partners and markets. And because of the authoritarian nature of the Chinese Communist Party, China has immense power over those same partners and markets. So, China will sometimes start by trying to influence the American official overtly and directly. China might openly warn that if the American official goes ahead and takes that trip to Taiwan, China will take it out on a company from that official’s home state by withholding the company’s license to manufacture in China. That could be economically ruinous for the company, would directly pressure the American official to alter his travel plans, and the official would know that China was trying to influence him.

That would be bad enough. But the Chinese Communist Party often doesn’t stop there; it can’t stop there if it wants to stay in power—so it uses its leverage even more perniciously. If China’s more direct, overt influence campaign doesn’t do the trick, they sometimes turn to indirect, covert, deceptive influence efforts.

To continue with the illustration of the American official with travel plans that the Chinese Communist Party doesn’t like, China will work relentlessly to identify the people closest to that official—the people that official trusts most. China will then work to influence those people to act on China’s behalf as middlemen to influence the official. The co-opted middlemen may then whisper in the official’s ear and try to sway the official’s travel plans or public positions on Chinese policy. These intermediaries, of course, aren’t telling the American official that they’re Chinese Communist Party pawns—and worse still, some of
these intermediaries may not even realize they’re being used as pawns, because they, too, have been deceived.

Ultimately, China doesn’t hesitate to use smoke, mirrors, and misdirection to influence Americans.

Similarly, China often pushes academics and journalists to self-censor if they want to travel into China. And we’ve seen the Chinese Communist Party pressure American media and sporting giants to ignore or suppress criticism of China’s ambitions regarding Hong Kong or Taiwan. This kind of thing is happening over and over, across the United States.

And I will note that the pandemic has unfortunately not stopped any of this—in fact, we have heard from federal, state, and even local officials that Chinese diplomats are aggressively urging support for China’s handling of the COVID-19 crisis. Yes, this is happening at both the federal and state levels. Not that long ago, we had a state senator who was recently even asked to introduce a resolution supporting China’s response to the pandemic.

The punchline is this: All of these seemingly inconsequential pressures add up to a policymaking environment in which Americans find themselves held over a barrel by the Chinese Communist Party.

 Threats to the Rule of Law

All the while, China’s government and Communist Party have brazenly violated well-settled norms and the rule of law.

Since 2014, Chinese General Secretary Xi Jinping has spearheaded a program known as “Fox Hunt.” Now, China describes Fox Hunt as some kind of international anti-corruption campaign—it is not. Instead, Fox Hunt is a sweeping bid by General Secretary Xi to target Chinese nationals whom he sees as threats and who live outside China, across the world. We’re talking about political rivals, dissidents, and critics seeking to expose China’s extensive human rights violations.

Hundreds of the Fox Hunt victims that they target live right here in the United States, and many are American citizens or green card holders. The Chinese government wants to force them to return to China, and China’s tactics to accomplish that are shocking. For example, when it couldn’t locate one Fox Hunt target, the Chinese government sent an emissary to visit the target’s family here in the United States. The message they said to pass on? The target had two options: return to China promptly, or commit suicide. And what happens when Fox Hunt targets refuse to return to China? In the past, their family members both here in the United States and in China have been threatened and coerced, and those back in China have even been arrested for leverage.

 The Threat from a Global Economic Challenge

Attorney General Barr’s speech used harder line rhetoric, but drew on the O’Brien and Wray speeches and also mentioned the fourth Pompeo speech to come. Excerpts show it was clearly focused on confrontation with both China’s leadership and its political system,

I’m privileged to speak here today about what may prove to be the most important issue for our nation and the world in the twenty-first century and that is, the United States’ response to the global ambitions of the Chinese Communist Party. The CCP rules with an iron fist over one of the great ancient civilizations of the world. It seeks to leverage the immense power, productivity, and ingenuity of the Chinese people to overthrow the rule-based international system and to make the world safe for dictatorship. How the United States responds to this challenge will have historic implications and will determine whether the United States and its liberal democratic allies will continue to shape their own destiny or whether the CCP and its autocratic tributaries will continue, will control the future. Since the 1890’s, at least, the United States has been the technological leader of the world. And from that prowess, has come our prosperity, the opportunity for generations of Americans, and our security. It’s because of that that we were able to play such a pivotal role in world history, but turning back the threat of fascism and the threat of communism. What’s at stake these days is whether we can maintain that leadership position and that technological leadership. Are we going to be the generation that has allowed that to be stolen—which is really stealing the future of our children and our grandchildren?
Several weeks ago, National Security Advisor Robert O’Brien spoke about the CCP’s ideology and global ambitions. He declared, and I agree, that “the days of American passivity and naivety regarding the People’s Republic of China are over.” And last week, the FBI Director Chris Wray, described how the CCP pursues its ambitions through the nefarious and even illegal conduct, including industrial espionage, theft, extortion, cyberattacks, and malign influence activities. In the coming days, you will hear from Secretary Mike Pompeo, who will sum up what is at stake for the United States and the free world. Now, Chris Wray, told me that shortly after his speech last week, one of the leaders of the Chinese Communist Party pronounced that his speech was particularly disgusting. I told him that I was going to aim to be despicable, but I’ll settle for especially disgusting. But no matter how the Chinese seek to characterize it I do hope that my speech and Mike Pompeo speech will encourage the American people to reevaluate their relationship with China, so long as it continues to be ruled by the Chinese Communist Party. It is fitting that were here today at the Ford Presidential Museum. Gerald Ford served in the highest echelons of the government at the dawn of America's reengagement with China, which began obviously with President Nixon in 1972, and three years later in 1975, President Ford visited China for a summit with PRC leaders including Mao Zedong.

At the time it was unthinkable that China would emerge after the Cold War as a near-peer competitor of the United States. And even then, there were signs of China's immense latent power. In the joint report of their visit to China in 1972, House Majority Leader Hale Boggs and then minority leader Gerald Ford wrote: “If she manages to achieve as she aspires, China in the next half century can emerge as a self-sufficient power of a billion people… this last impression – of the reality of China's colossal potential – is perhaps the most vivid of our journey. As our small party traveled through that boundless land, this sense of a giant stirring, a dragon waking, gave us much to ponder.” It is now nearly fifty years later and the pressing pondering as of these two congressmen have come to pass.

Deng Xiaoping, whose economic reform launched China's remarkable rise had a famous motto: “hide your strength and bide your time.” That is precisely what China has done. China's economy has quietly grown from about 2 percent of the world's GDP in 1980, to nearly 20 percent today. And by some estimates based on purchasing parity, the Chinese economy is already larger than ours. The General Secretary of the Chinese Communist Party, Xi Jinping, who has centralized power to a degree not seen since the dictatorship of Mao Zedong, now speaks openly of China moving closer to the center stage, building a socialism that is superior to capitalism, and replacing the American dream with the Chinese solution. China is no longer hiding it strength nor biding its time. From the perspective of its communist rulers, China's time has arrived.

Barr then focused on what he called an “economic blitzkrieg—an aggressive, orchestrated, whole-of-government (indeed, whole-of-society) campaign to seize the commanding heights of the global economy and to surpass the United States as the world’s preeminent technological superpower.”

A centerpiece of this effort is the Chinese Communist Party’s “Made in China 2025” initiative, a plan for PRC domination of high-tech industries like robotics, advanced information technology, aviation, and electric vehicles, and many other technologies. Backed by hundreds of billions of dollars in subsidies, this initiative poses a real threat to U.S. technological leadership. Despite World Trade Organization rules prohibiting quotas for domestic output, “Made in China 2025” sets targets for domestic market share (sometimes as high as 70 percent) in core components and basic materials for industries such as robotics and telecommunications. It is clear that the PRC seeks not merely to join the ranks of other advanced industrial economies, but to replace them altogether.

“Made in China 2025” is the latest iteration of the PRC’s state-led, mercantilist economic model. For American companies in the global marketplace, free and fair competition with China has long been a fantasy. To tilt the playing field to its advantage, China’s communist government has perfected a wide array of predatory and often unlawful tactics: currency manipulation, tariffs, quotas, state-led strategic investment and acquisitions, theft and forced transfer of intellectual property, state subsidies, dumping, cyberattacks, and industrial espionage. About 80% of all federal economic espionage prosecutions have alleged conduct that would benefit the Chinese state, and about 60% of all trade secret theft cases have been connected to China.

The PRC also seeks to dominate key trade routes and infrastructure in Eurasia, Africa, and the Pacific. In the South China Sea, for example, through which about one-third of the world’s maritime trade passes, the
PRC has asserted expansive and historically dubious claims to nearly the entire waterway, flouted the rulings of international courts, built artificial islands and placed military outposts on them, and harassed its neighbors’ ships and fishing boats.

Another ambitious project to spread its power and influence is the PRC’s “Belt and Road” infrastructure initiative. Although billed as “foreign aid,” in fact these investments appear designed to serve the PRC’s strategic interests and domestic economic needs. For example, the PRC has been criticized for loading poor countries up with debt, refusing to renegotiate terms, and then taking control of the infrastructure itself, as it did with the Sri Lankan port of Hambantota in 2017. This is little more than a form of modern-day colonialism.

Just as consequential, however, are the PRC’s plans to dominate the world’s digital infrastructure through its “Digital Silk Road” initiative. I have previously spoken at length about the grave risks of allowing the world’s most powerful dictatorship to build the next generation of global telecommunications networks, known as 5G. Perhaps less widely known are the PRC’s efforts to surpass the United States in other cutting-edge fields, like artificial intelligence. Through innovations such as machine learning and big data, artificial intelligence allows machines to mimic human functions, such as recognizing faces, interpreting spoken words, driving vehicles, and playing games of skill, much like chess or the even more complex Chinese game, Go. In 2017, Beijing unveiled its “Next Generation Artificial Intelligence Plan,” a blueprint for leading the world in AI by 2030. Whichever nation emerges as the global leader in AI will be best positioned to unlock not only its considerable economic potential, but a range of military applications, such as the use of computer vision to gather intelligence.

The PRC’s drive for technological supremacy is complemented by its plan to monopolize rare earth materials, which play a vital role in industries such as consumer electronics, electric vehicles, medical devices, and military hardware. According to the Congressional Research Service, from the 1960s to the 1980s, the United States led the world in rare earth production. “Since then, production has shifted almost entirely to China,” in large part due to lower labor costs and lighter economic and environmental regulation.

The United States is now dangerously dependent on the PRC for these essential materials. Overall, China is America’s top supplier, accounting for about 80 percent of our imports. The risks of dependence are real. In 2010, for example, Beijing cut exports of rare earth materials to Japan after an incident involving disputed islands in the East China Sea. The PRC could do the same to us. As China’s progress in these critical sectors illustrates, the PRC’s predatory economic policies are succeeding. For a hundred years, America was the world’s largest manufacturer — allowing us to serve as the world’s “arsenal of democracy.” China overtook the United States in manufacturing output in 2010. The PRC is now the world’s “arsenal of dictatorship.”

How did China accomplish all this? No one should underestimate the ingenuity and industry of the Chinese people. At the same time, no one should doubt that America made China’s meteoric rise possible. China has reaped enormous benefits from the free flow of American aid and trade. In 1980, Congress granted the PRC most-favored-nation trading status. In the 1990s, American companies strongly supported the PRC’s accession to the World Trade Organization and the permanent normalization of trade relations. Today, U.S.-China trade totals about $700 billion.

Last year, Newsweek ran a cover story titled “How America’s Biggest Companies Made China Great Again.” The article details how China’s communist leaders lured American business with the promise of market access, and then, having profited from American investment and know-how, turned increasingly hostile. The PRC used tariffs and quotas to pressure American companies to give up their technology and form joint ventures with Chinese companies. Regulators then discriminated against American firms, using tactics like holding up permits. Yet few companies, even Fortune 500 giants, have been willing to bring a formal trade complaint for fear of angering Beijing.

Just as American companies have become dependent on the Chinese market, the United States as a whole now relies on the PRC for many vital goods and services. The COVID-19 pandemic has shown a spotlight on that dependency. For example, China is the world’s largest producer of certain protective equipment, such as face masks and medical gowns. In March, as the pandemic spread around the world, the PRC hoarded the masks for itself, blocking producers — including American companies — from exporting them
to other countries that needed them. It then attempted to exploit the shortage for propaganda purposes, shipping limited quantities of often defective equipment and requiring foreign leaders to publicly thank Beijing for these shipments.

China’s dominance of the world market for medical goods goes beyond masks and gowns. It has become the United States’ largest supplier of medical devices, while at the same time discriminating against American medical companies in China. China’s government has targeted foreign firms for greater regulatory scrutiny, instructed Chinese hospitals to buy products made in China, and pressured American firms to build factories in China, where their intellectual property is more vulnerable to theft. As one expert has observed, American medical device manufacturers are effectively “creating their own competitors.”

America also depends on Chinese supply, Chinese supply chains in other vital sectors, especially pharmaceuticals. America remains the global leader in drug discovery, but China is now the world’s largest producer of active pharmaceutical ingredients, known as “APIs.” As one Defense Health Agency official noted, “[s]hould China decide to limit or restrict the delivery of APIs to the [United States],” it “could result in severe shortages of pharmaceuticals for both domestic and military uses.”

To achieve dominance in pharmaceuticals, China’s rulers went to the same playbook they’ve used to gut other American industries. In 2008, the PRC designated pharmaceutical production as a “high-value-added-industry” and boosted Chinese companies with subsidies and export tax rebates. Meanwhile, the PRC has systematically preyed on American companies. American firms face well-known obstacles in China’s health market, including drug approval delays, unfair pricing limitations, IP theft, and counterfeiting. Chinese nationals working as employees at pharma companies have been caught stealing trade secrets both in America and in China. And the CCP has long engaged in cyber-espionage and hacking of U.S. academic medical centers and healthcare companies.

Barr also highlighted examples of actions by U.S. companies that he felt facilitated China’s success, citing leading U.S. firms by name,

…In fact, PRC-linked hackers have targeted American universities and firms in a bid to steal IP related to coronavirus treatments and vaccines, sometimes disrupting the work of our researchers. Having been caught covering up the coronavirus outbreak, Beijing is desperate for a public relations coup, and may hope that it will be able to claim credit for any medical breakthroughs.

…Take Hollywood. Hollywood’s actors, producers, and directors pride themselves on celebrating freedom and the human spirit. And every year at the Academy Awards, Americans are lectured about how this country falls short of Hollywood’s ideals of social justice. But Hollywood now regularly censors its own movies to appease the Chinese Communist Party, the world’s most powerful violator of human rights. This censorship infects not only versions of movies that are released in China, but also many that are shown in American theaters to American audiences.

For example, the hit movie World War Z depicts a zombie apocalypse caused by a virus. The original version of the film reportedly contained a scene with characters speculating that the virus may have originated in China. But the studio, Paramount Pictures, reportedly told producers to delete the reference to China in the hope of landing a Chinese distribution deal. The deal never materialized.

In the Marvel Studios blockbuster Dr. Strange, filmmakers changed the nationality of a major character known as the “Ancient One,” a Tibetan monk in the comic book, changed it from Tibetan to Celtic. When challenged about this, a screenwriter explained that “if you acknowledge that Tibet is a place and that he’s Tibetan, you risk alienating one billion people.” Or, as the Chinese government might say, “[w]e’re not going to show your movie because you decided to get political.”

These are just two examples of the many Hollywood films that have been altered, one way or another, to please the CCP. National Security Advisor O’Brien offered even more examples in his remarks. But many more scripts never see the light of day, because writers and producers know not to even test the limits. Chinese government censors don’t need to say a word, because Hollywood is doing their work for them. This is a massive propaganda coup for the Chinese Communist Party.

The story of the film industry’s submission to the CCP is a familiar one. In the past two decades, China has emerged as the world’s largest box office. The CCP has long tightly controlled access to that lucrative
market — both through quotas on American films, imposed in violation of China’s WTO obligations, and a strict censorship regime. Increasingly, Hollywood also relies on Chinese money for financing. In 2018, films with Chinese investors accounted for 20 percent of U.S. box-office ticket sales, compared to only three percent five years earlier.

But in the long run, as with other American industries, the PRC may be less interested in cooperating with Hollywood than in co-opting Hollywood — and eventually replacing it with its own homegrown productions. To accomplish this, the CCP has been following its usual modus operandi. By imposing a quota on American films, the CCP pressures Hollywood studios to form joint ventures with Chinese companies, who then gain U.S. technology and know-how. As one Chinese film executive recently put it, “[e]verything we learned, we learned from Hollywood.” Notably, in 2019, eight of the 10 top-grossing films in China were produced in China.

Hollywood is far from alone in kowtowing to the PRC. America’s big tech companies have also allowed themselves to become pawns of Chinese influence. In the year 2000, when the United States normalized trade relations with China, President Clinton hailed the new century as one in which “liberty will be spread by cell phone and cable modem.” Instead, over the course of the next decade, American companies, such as Cisco, helped the Communist Party build the Great Firewall of China — the world’s most sophisticated system for Internet surveillance and censorship.

Over the years, corporations such as Google, Microsoft, Yahoo, and Apple have shown themselves all too willing to collaborate with the CCP. For example, Apple recently removed the news app Quartz from its app store in China, after the Chinese government complained about the coverage of the Hong Kong democracy protests. Apple also removed apps for virtual private networks, which had allowed users to circumvent the Great Firewall, and eliminated pro-democracy songs from its Chinese music store. Meanwhile, the company announced that it would be transferring some of its iCloud data to servers in China, despite concerns that the move would give the Communist Party easier access to e-mails, text messages, and other user information stored in the iCloud.

Recently, we were able to get into two cell phones used by the Al-Qaeda terrorist who shot eight Americans at the Pensacola Naval Air Station. During the gun fight with him, he stopped, disengaged, put his cell phones down and tried to destroy them, shooting a bullet into one of his two cell phones and we thought that suggested that there may be very important information about terrorist activities in those cell phones. And for four and a half months we tried to get in, without any help at all from Apple. Apple failed to give us any help getting into the cell phones. We were ultimately able to get in through a fluke that we will not be able to reproduce in the future, where we found communications with Al-Qaeda operatives in the Middle East up to the day before the attack. Do you think when Apple sells phones in China that Apple phones in China are impervious to penetration by Chinese authorities? They wouldn't be sold if they were impervious to Chinese authorities. And what we've asked for is a warrant — when we have a warrant from a court — that we should be able to get into because cellphones. That's the double standard that has been emerging among American tech companies.

The CCP has long used public threats of retaliation and barred market access to exert influence. More recently, however, the CCP has also stepped up behind-the-scenes efforts to cultivate and coerce American business executives to further its political objectives — efforts that are all the more pernicious because they are largely hidden from public view.

As China’s government loses credibility around the world, the Justice Department has seen more and more PRC officials and their proxies reaching out to corporate leaders and inveighing them to favor policies and actions favored by the Chinese Communist Party. Their objective varies, but their pitch is generally the same: the businessperson has economic interests in China, and there is a suggestion that things will go better (or worse) for them depending on their response to the PRC’s request. Privately pressuring or courting American corporate leaders to promote policies (or U.S. politicians) presents a significant threat, because hiding behind American voices allows the Chinese government to elevate its influence campaigns and put a “friendly face” on pro-regime policies. The legislator or policymaker who hears from these American businessmen is properly more sympathetic to that constituent than to a foreigner. And by masking its participation in our political process, the PRC avoids accountability for its influence efforts and the public outcry that might result, if its lobbying were exposed.
America’s corporate leaders might not think of themselves as lobbyists. You might think, for example, that cultivating a mutually beneficial relationship is just part of the “guanxi” — or system of influential social networking — necessary to do business with the PRC. But you should be alert to how you might be used, and how your efforts on behalf of a foreign company or government could implicate the Foreign Agents Registration Act. FARA does not prohibit any speech or conduct. But it does require those who are acting as the “agents” of foreign principals to publicly disclose that relationship, and their political or other similar activities, by registering with the Justice Department, allowing the audience to take into account the origin of the speech when evaluating credibility.

By focusing on American business leaders, of course, I don’t mean to suggest that they are the only targets of Chinese influence operations in the United States. The Chinese Communist Party also seeks to infiltrate, censor, or co-opt American academic and research institutions. For example, dozens of American universities host Chinese government-funded “Confucius Institutes,” which have been accused of pressuring host universities to silence discussion or cancel events on topics considered controversial by Beijing. Universities must stand up for each other; refuse to let the CCP dictate research efforts or suppress diverse voices; support colleagues and students who wish to speak their minds; and consider whether any sacrifice of academic integrity or freedom is worth the price of appeasing the CCP’s demands.

In a globalized world, American corporations and universities alike may view themselves as global citizens, rather than American institutions. But they should remember that what allowed them to succeed in the first place was the American free enterprise system, the rule of law, and the security afforded by America’s economic, technological, and military strength.

Globalization does not always point in the direction of greater freedom. A world marching to the beat of Communist China’s drums will not be a hospitable one for institutions that depend on free markets, free trade, or the free exchange of ideas. There was a time American companies understood this and they saw themselves as American and proudly defended American values.

In World War II, for example, the iconic American company, Disney, made dozens of public information films for the government, including training videos to educate American sailors on navigation tactics. During the war, over 90 percent of Disney employees were devoted to the production of training and public information films. To boost the morale of America’s troops, Disney also designed insignia that appeared on planes, trucks, flight jackets, and other military equipment used by American and Allied forces.

I suspect Walt Disney would be disheartened to see how the company he founded deals with the foreign dictatorships of our day. When Disney produced *Kundun*, the 1997 film about the PRC’s oppression of the Dalai Lama, the CCP objected to the project and pressured Disney to abandon it. Ultimately, Disney decided that it couldn’t let a foreign power dictate whether it would distribute a movie in the United States. But that moment of courage wouldn’t last long. After the CCP banned all Disney films in China, the company lobbied hard to regain access. The CEO apologized for *Kundun*, calling it a “stupid mistake.” Disney then began courting the PRC to open a $5.5 billion theme park in Shanghai. As part of that deal, Disney agreed to give Chinese government officials a role in management. Of the park’s full-time employees, 300 are active members of the Communist Party. They reportedly display hammer-and-sickle insignia at their desks and attend Party lectures at the facility during business hours.

Like other American companies, Disney may eventually learn the hard way the cost of compromising its principles. Soon after Disney opened its park in Shanghai, a Chinese-owned theme park popped up a couple hundred miles away featuring characters that, according to news reports, looked suspiciously like Snow White and other Disney trademarks.

American companies must understand the stakes. The Chinese Communist Party thinks in terms of decades and centuries, while we tend to focus on the next quarter’s earnings report. But if Disney and other American corporations continue to bow to Beijing, they risk undermining both their own future competitiveness and prosperity, as well as the classical liberal order that has allowed them to thrive.

**The Pompeo Statement on the U.S. Position on Maritime Claims in the South China Sea**
Secretary of State Pompeo’s statement on the South China Sea was never intended to be part of the four speeches redefining U.S. strategy towards China. It came at a time, however, when U.S. and Chinese forces were both active in gray area operations designed to assert Chinese authority, on the one hand, and show that the U.S. was committed to maintaining its strategic position, on the other. It also came at a time when China has effectively ended most of Hong Kong’s independence, challenged Japan’s position, and created new tensions with Taiwan.

Accordingly, his statement became a de facto part of the U.S. effort to redefine its position relative to China, and its focus on international law and norms again made it clear that the civil dimension was as important as the military one:

The United States champions a free and open Indo-Pacific. Today we are strengthening U.S. policy in a vital, contentious part of that region — the South China Sea. We are making clear: Beijing’s claims to offshore resources across most of the South China Sea are completely unlawful, as is its campaign of bullying to control them.

In the South China Sea, we seek to preserve peace and stability, uphold freedom of the seas in a manner consistent with international law, maintain the unimpeded flow of commerce, and oppose any attempt to use coercion or force to settle disputes. We share these deep and abiding interests with our many allies and partners who have long endorsed a rules-based international order.

These shared interests have come under unprecedented threat from the People’s Republic of China (PRC). Beijing uses intimidation to undermine the sovereign rights of Southeast Asian coastal states in the South China Sea, bully them out of offshore resources, assert unilateral dominion, and replace international law with “might makes right.” Beijing’s approach has been clear for years. In 2010, then-PRC Foreign Minister Yang Jiechi told his ASEAN counterparts that “China is a big country and other countries are small countries and that is just a fact.” The PRC’s predatory world view has no place in the 21st century.

The PRC has no legal grounds to unilaterally impose its will on the region. Beijing has offered no coherent legal basis for its “Nine-Dashed Line” claim in the South China Sea since formally announcing it in 2009. In a unanimous decision on July 12, 2016, an Arbitral Tribunal constituted under the 1982 Law of the Sea Convention – to which the PRC is a state party – rejected the PRC’s maritime claims as having no basis in international law. The Tribunal sided squarely with the Philippines, which brought the arbitration case, on almost all claims.

As the United States has previously stated, and as specifically provided in the Convention, the Arbitral Tribunal’s decision is final and legally binding on both parties. Today we are aligning the U.S. position on the PRC’s maritime claims in the SCS with the Tribunal’s decision. Specifically:

The PRC cannot lawfully assert a maritime claim – including any Exclusive Economic Zone (EEZ) claims derived from Scarborough Reef and the Spratly Islands – vis-a-vis the Philippines in areas that the Tribunal found to be in the Philippines’ EEZ or on its continental shelf. Beijing’s harassment of Philippine fisheries and offshore energy development within those areas is unlawful, as are any unilateral PRC actions to exploit those resources. In line with the Tribunal’s legally binding decision, the PRC has no lawful territorial or maritime claim to Mischief Reef or Second Thomas Shoal, both of which fall fully under the Philippines’ sovereign rights and jurisdiction, nor does Beijing have any territorial or maritime claims generated from these features.

As Beijing has failed to put forth a lawful, coherent maritime claim in the South China Sea, the United States rejects any PRC claim to waters beyond a 12-nautical mile territorial sea derived from islands it claims in the Spratly Islands (without prejudice to other states’ sovereignty claims over such islands). As such, the United States rejects any PRC maritime claim in the waters surrounding Vanguard Bank (off Vietnam), Luconia Shoals (off Malaysia), waters in Brunei’s EEZ, and Natuna Besar (off Indonesia). Any PRC action to harass other states’ fishing or hydrocarbon development in these waters – or to carry out such activities unilaterally – is unlawful.

The PRC has no lawful territorial or maritime claim to (or derived from) James Shoal, an entirely submerged feature only 50 nautical miles from Malaysia and some 1,000 nautical miles from China’s coast.
James Shoal is often cited in PRC propaganda as the “southernmost territory of China.” International law is clear: An underwater feature like James Shoal cannot be claimed by any state and is incapable of generating maritime zones. James Shoal (roughly 20 meters below the surface) is not and never was PRC territory, nor can Beijing assert any lawful maritime rights from it.

The world will not allow Beijing to treat the South China Sea as its maritime empire. America stands with our Southeast Asian allies and partners in protecting their sovereign rights to offshore resources, consistent with their rights and obligations under international law. We stand with the international community in defense of freedom of the seas and respect for sovereignty and reject any push to impose “might makes right” in the South China Sea or the wider region.

Making Fundamental Changes in U.S. and Allied Relations with China

When Secretary of State Pompeo did give the fourth speech in the series, he used the strongest rhetoric of any of the speakers. He focused on China’s politics and goals, and he issued a broad indictment of its conduct.

The initial impact of his speech was weakened because it was given on a Friday in California – at a time when media coverage is not at its peak and when there were so many ongoing crises including other issues relating to China – that it did not get the attention it deserved. It also is not an easy speech to excerpt. The Secretary delivered it at the Nixon Center in a highly colloquial way which matched his direct audience, but it was relatively informal by the standards normally associated with a major policy speech.

There was nothing ambiguous, however, about the Secretary’s indictment of China’s government and leadership, both in his speech and in his answer to the questions that followed. He only gave relatively few examples of Chinese conduct, citing the previous speakers, but he unambiguously called for fundamental changes in the way the United States, its allies, and the rest of the world deal with China.

Next year marks half a century since Dr. Kissinger’s secret mission to China, and the 50th anniversary of President Nixon’s trip isn’t too far away in 2022. The world was much different then. We imagined engagement with China would produce a future with bright promise of comity and cooperation.

But today – today we’re all still wearing masks and watching the pandemic’s body count rise because the CCP failed in its promises to the world. We’re reading every morning new headlines of repression in Hong Kong and in Xinjiang. We’re seeing staggering statistics of Chinese trade abuses that cost American jobs and strike enormous blows to the economies all across America, including here in southern California. And we’re watching a Chinese military that grows stronger and stronger, and indeed more menacing.

I’ll echo the questions ringing in the hearts and minds of Americans from here in California to my home state of Kansas and beyond: What do the American people have to show no 50 years on from engagement with China? Did the theories of our leaders that proposed a Chinese evolution towards freedom and democracy prove to be true? Is this China’s definition of a win-win situation? And indeed, centrally, from the Secretary of State’s perspective, is America safer? Do we have a greater likelihood of peace for ourselves and peace for the generations which will follow us?

Look, we have to admit a hard truth. We must admit a hard truth that should guide us in the years and decades to come, that if we want to have a free 21st century, and not the Chinese century of which Xi Jinping dreams, the old paradigm of blind engagement with China simply won’t get it done. We must not continue it and we must not return to it.

As President Trump has made very clear, we need a strategy that protects the American economy, and indeed our way of life. The free world must triumph over this new tyranny.

… with that historic trip to Beijing, President Nixon kicked off our engagement strategy. Henobly sought a freer and safer world, and he hoped that the Chinese Communist Party would return that commitment. As time went on, American policymakers increasingly presumed that as China became more prosperous, it
would open up, it would become freer at home, and indeed present less of a threat abroad, it’d be friendlier. It all seemed, I am sure, so inevitable.

But that age of inevitability is over. The kind of engagement we have been pursuing has not brought the kind of change inside of China that President Nixon had hoped to induce…The truth is that our policies – and those of other free nations – resurrected China’s failing economy, only to see Beijing bite the international hands that were feeding it….We opened our arms to Chinese citizens, only to see the Chinese Communist Party exploit our free and open society. China sent propagandists into our press conferences, our research centers, our high-schools, our colleges, and even into our PTA meetings.

We marginalized our friends in Taiwan, which later blossomed into a vigorous democracy…We gave the Chinese Communist Party and the regime itself special economic treatment, only to see the CCP insist on silence over its human rights abuses as the price of admission for Western companies entering China.

Ambassador O’Brien ticked off a few examples just the other day: Marriott, American Airlines, Delta, United all removed references to Taiwan from their corporate websites, so as not to anger Beijing….In Hollywood, not too far from here – the epicenter of American creative freedom, and self-appointed arbiters of social justice – self-censors even the most mildly unfavorable reference to China…This corporate acquiescence to the CCP happens all over the world, too.

And how has this corporate fealty worked? Is its flattery rewarded? I’ll give you a quote from the speech that General Barr gave, Attorney General Barr. In a speech last week, he said that “The ultimate ambition of China’s rulers isn’t to trade with the United States. It is to raid the United States.”

China ripped off our prized intellectual property and trade secrets, causing millions of jobs all across America…It sucked supply chains away from America, and then added a widget made of slave labor….It made the world’s key waterways less safe for international commerce.

President Nixon once said he feared he had created a “Frankenstein” by opening the world to the CCP, and here we are…Now, people of good faith can debate why free nations allowed these bad things to happen for all these years. Perhaps we were naive about China’s virulent strain of communism, or triumphalist after our victory in the Cold War, or cravenly capitalist, or hoodwinked by Beijing’s talk of a “peaceful rise.”

Whatever the reason – whatever the reason, today China is increasingly authoritarian at home, and more aggressive in its hostility to freedom everywhere else…And President Trump has said: enough…I don’t think many people on either side of the aisle dispute the facts that I have laid out today. But even now, some are insisting that we preserve the model of dialogue for dialogue’s sake.

Now, to be clear, we’ll keep on talking. But the conversations are different these days. I traveled to Honolulu now just a few weeks back to meet with Yang Jiechi…It was the same old story – plenty of words, but literally no offer to change any of the behaviors…Yang’s promises, like so many the CCP made before him, were empty. His expectations, I surmise, were that I’d cave to their demands, because frankly this is what too many prior administrations have done. I didn’t, and President Trump will not either.

As Ambassador O’Brien explained so well, we have to keep in mind that the CCP regime is a Marxist-Leninist regime. General Secretary Xi Jinping is a true believer in a bankrupt totalitarian ideology…It’s this ideology, it’s this ideology that informs his decades-long desire for global hegemony of Chinese communism. America can no longer ignore the fundamental political and ideological differences between our countries, just as the CCP has never ignored them.

My experience in the House Intelligence Committee, and then as director of the Central Intelligence Agency, and my now two-plus years as America’s Secretary of State have led me to this central understanding: That the only way – the only way to truly change communist China is to act not on the basis of what Chinese leaders say, but how they behave. And you can see American policy responding to this conclusion. President Reagan said that he dealt with the Soviet Union on the basis of “trust but verify.” When it comes to the CCP, I say we must distrust and verify. (Applause.)

We, the freedom-loving nations of the world, must induce China to change, just as President Nixon wanted. We must induce China to change in more creative and assertive ways, because Beijing’s actions threaten our people and our prosperity…We must start by changing how our people and our partners perceive the
Chinese Communist Party. We have to tell the truth. We can’t treat this incarnation of China as a normal country, just like any other.

We know that trading with China is not like trading with a normal, law-abiding nation. Beijing threatens international agreements as – treats international suggestions as – or agreements as suggestions, as conduits for global dominance…But by insisting on fair terms, as our trade representative did when he secured our phase one trade deal, we can force China to reckon with its intellectual property theft and policies that harmed American workers.

We know too that doing business with a CCP-backed company is not the same as doing business with, say, a Canadian company. They don’t answer to independent boards, and many of them are state-sponsored and so have no need to pursue profits.

A good example is Huawei. We stopped pretending Huawei is an innocent telecommunications company that’s just showing up to make sure you can talk to your friends. We’ve called it what it is – a true national security threat – and we’ve taken action accordingly.

We know too that if our companies invest in China, they may wittingly or unwittingly support the Communist Party’s gross human rights violations…Our Departments of Treasury and Commerce have thus sanctioned and blacklisted Chinese leaders and entities that are harming and abusing the most basic rights for people all across the world. Several agencies have worked together on a business advisory to make certain our CEOs are informed of how their supply chains are behaving inside of China.

We know too, we know too that not all Chinese students and employees are just normal students and workers that are coming here to make a little bit of money and to garner themselves some knowledge. Too many of them come here to steal our intellectual property and to take this back to their country.

The Department of Justice and other agencies have vigorously pursued punishment for these crimes.

We know that the People’s Liberation Army is not a normal army, too. Its purpose is to uphold the absolute rule of the Chinese Communist Party elites and expand a Chinese empire, not to protect the Chinese people…And so our Department of Defense has ramped up its efforts, freedom of navigation operations out and throughout the East and South China Seas, and in the Taiwan Strait as well. And we’ve created a Space Force to help deter China from aggression on that final frontier.

…but this week, we announced the closure of the Chinese consulate in Houston because it was a hub of spying and intellectual property theft. (Applause.)…We reversed, two weeks ago, eight years of cheek-turning with respect to international law in the South China Sea…..We’ve called on China to conform its nuclear capabilities to the strategic realities of our time…And the State Department – at every level, all across the world – has engaged with our Chinese counterparts simply to demand fairness and reciprocity.

But our approach can’t just be about getting tough. That’s unlikely to achieve the outcome that we desire. We must also engage and empower the Chinese people – a dynamic, freedom-loving people who are completely distinct from the Chinese Communist Party….I grew up and served my time in the Army during the Cold War. And if there is one thing I learned, communists almost always lie. The biggest lie that they tell is to think that they speak for 1.4 billion people who are surveilled, oppressed, and scared to speak out…Quite the contrary. The CCP fears the Chinese people’s honest opinions more than any foe, and save for losing their own grip on power, they have reason – no reason to.

…but changing the CCP’s behavior cannot be the mission of the Chinese people alone. Free nations have to work to defend freedom. It’s the furthest thing from easy…But I have faith we can do it. I have faith because we’ve done it before. We know how this goes.

…It’s time for free nations to act. Not every nation will approach China in the same way, nor should they. Every nation will have to come to its own understanding of how to protect its own sovereignty, how to protect its own economic prosperity, and how to protect its ideals from the tentacles of the Chinese Communist Party.

But I call on every leader of every nation to start by doing what America has done – to simply insist on reciprocity, to insist on transparency and accountability from the Chinese Communist Party. It’s a cadre of rulers that are far from homogeneous…And these simple and powerful standards will achieve a great deal.
For too long we let the CCP set the terms of engagement, but no longer. Free nations must set the tone. We must operate on the same principles.

We have to draw common lines in the sand that cannot be washed away by the CCP’s bargains or their blandishments. Indeed, this is what the United States did recently when we rejected China’s unlawful claims in the South China Sea once and for all, as we have urged countries to become Clean Countries so that their citizens’ private information doesn’t end up in the hand of the Chinese Communist Party. We did it by setting standards.

…We cannot repeat the mistakes of these past years. The challenge of China demands exertion, energy from democracies – those in Europe, those in Africa, those in South America, and especially those in the Indo-Pacific region…And if we don’t act now, ultimately the CCP will erode our freedoms and subvert the rules-based order that our societies have worked so hard to build. If we bend the knee now, our children’s children may be at the mercy of the Chinese Communist Party, whose actions are the primary challenge today in the free world.

General Secretary Xi is not destined to tyrannize inside and outside of China forever, unless we allow it…Now, this isn’t about containment. Don’t buy that. It’s about a complex new challenge that we’ve never faced before. The USSR was closed off from the free world. Communist China is already within our borders.

So we can’t face this challenge alone. The United Nations, NATO, the G7 countries, the G20, our combined economic, diplomatic, and military power is surely enough to meet this challenge if we direct it clearly and with great courage.

Maybe it’s time for a new grouping of like-minded nations, a new alliance of democracies…If the free world doesn’t change – doesn’t change, communist China will surely change us. There can’t be a return to the past practices because they’re comfortable or because they’re convenient…Securing our freedoms from the Chinese Communist Party is the mission of our time, and America is perfectly positioned to lead it because our founding principles give us that opportunity.

…There are places where we need to work with Russia. Today – or tomorrow, I guess it is, our teams will be on the ground with the Russians working on a strategic dialogue to hopefully create the next generation of arms control agreements like Reagan did. It’s in our interest, it’s in Russia’s interest. We’ve asked the Chinese to participate. They’ve declined to date. We hope they’ll change their mind.

It’s these kind of things – these proliferation issues, these big strategic challenges – that if we work alongside Russia, I’m convinced we can make the world safer. And so there – I think there is a place for us to work with the Russians to achieve a more likely outcome of peace not only for the United States but for the world.

MR HEWITT: President Nixon also put quite a lot of store in personal relationships over many years with individuals. That can lead wrong. President Bush famously misjudged Vladimir Putin and said so afterwards. You have met President Xi often. Is the general secretary of the Chinese Communist Party someone with whom we can deal on a transparent and reliable basis, in your opinion, based on your personal diplomacy with him?

…we’ve watched this China walk away from their promises to the world on Hong Kong, we watched their General Secretary Xi promised President Obama in the Rose Garden in 2015 that he wouldn’t militarize the South China Sea. And Google the South China Sea and arms; you’ll see another promise broken…So in the end, from my perspective, it’s much more important to watch how leaders behave and how they lead than what it is you think when you have a chance to talk to them on the phone or meet them in person.

My experience…is the best policy is always true candor, identifying the places that you have a redline, identifying places that you have a real interest, making clear if there’s places where you don’t, and there’s things that you can work on alongside each other.

I think the real danger comes from misunderstandings and miscommunication and the failure to be honest about the things that matter to you, because others will move into that space and then conflict arises. I think the world is a heck of a lot safer when you have leaders who are prepared to be honest about the things that matter and prepared to talk about the things their nation is prepared to do to secure those interests. And you
can reduce risk by these conversations so long as you’re honest about it… So I – no, I don’t think it’s dangerous. I think it’s just the opposite of that.

You also said – and I’m sure the speech will be known as the “distrust but verify” speech – when you distrust but verify, that still premises verification is possible. It is still possible to do agreements and to verify them; correct?

SECRETARY POMPEO: It is, yeah, you can still do it. Each nation’s got to be prepared for a certain amount of intrusiveness connected to that. And it is not in the nature of communist regimes to allow transparency inside of their country. And so it’s been done before. We’ve had – we had arms control agreements with the Soviet Union that we got verification that was sufficient to ensure that we protected American interests. I believe we can do it again. I hope that we can do this on these – I mean, the Chinese Communist Party has several hundred nuclear warheads. This is a serious global power. And to the extent we can find common ground, a common set of understandings to reduce risk that there’s ever a really bad day for the world, we ought to do it, and it’s going to require agreement and verification.

What Comes Next?

Taken together, these speeches call for a major shift in America’s strategic position relative to the China. While no speaker ever referred to shift from “competition” to “confrontation,” and Secretary Pompeo only broadly suggested seeking a major change in American structure of alliances and the international order, they collectively outline what could be the most decisive shift in U.S. strategy since Secretary Marshall announced a U.S. commitment to confronting the Soviet Union on a global basis in 1947.

There are, however, five key issues that the United States – not simply the current Administration – will now have to address:

1. Is this view of China correct, and does it offer the best option for dealing with China in the future?
2. Is this view of China one that has bipartisan support in the U.S. and that will endure beyond the coming election?
3. The current U.S. national strategy addresses both China and Russia as major competitors, as well as far less serious threats from nations like Iran and North Korea. What is the U.S. position on Russia?
4. What changes are required in U.S. strategy and to what extent can the U.S. create global support for its position?
5. How do the U.S. build domestic and international support for a new approach to China, and show that its stance is valid?

In each case, it is clear that these speeches raise critical challenges, but they do not provide workable answers to any of these questions.

Is this View of China Correct, and Does it Offer the Best Option for Dealing with China in the Future?

Each of the four core speeches, and the additional speech dealing with the South China Sea, raises valid issues about China’s conduct; approach to economic competition; and use of espionage, gray area methods, and military actions bordering on hybrid warfare. They make strong arguments that the United States needs to make major changes in its relations with China and matching changes in its relations with other states to gain their support.

The speeches do not, however, take account of the world that China has faced in the centuries since the Opium Wars, or the many other historical reasons for its behavior. It treats China’s motives as being the product of a communist ideology, and it ignores the fact that high levels of state control of China’s politics and economy interact with a mix of state capitalism and private
enterprise. It applies U.S. standards to international legitimacy and focuses on China’s real human rights abuses without noting the immense progress that has taken place in reducing poverty and improving civil living standards and opportunities.

The Wray speech, for example, states that,

Let us be clear, the Chinese Communist Party is a Marxist-Leninist organization. The Party General Secretary Xi Jinping sees himself as Josef Stalin’s successor. In fact, as the journalist and former Australian government official John Garnaut has noted, the Chinese Communist Party is the last “ruling communist party that never split with Stalin, with the partial exception of North Korea.” Yes, Stalin – the man whose brutal dictatorship and disastrous policies killed roughly 20 million Russians and others through famine, forced collectivization, executions, and labor camps. As interpreted and practiced by Lenin, Stalin, and Mao, communism is a totalitarian ideology.

Under communism, individuals are merely a means to be used toward the achievement of the ends of the collective nation state. Thus, individuals can be easily sacrificed for the nation state’s goals. Individuals do not have inherent value under Marxism-Leninism. They exist to serve the state; the state does not exist to serve them.

This is not a balanced statement of even a Marxist-Leninist ideology, and it ignores the fact that China’s authoritarian character does have real limits or that China’s immense Communist Party is more an instrument of state control than a meaningful ideology. It also ignores the fact that some current Chinese goals – like its claims to the South China Sea – originated under Chiang Kai-shek in response to a long history of outside attacks on China, instead of being solely a product if its “Communist” regime.

Accordingly, valid as the charges made in these speeches are, their sections on ideology in the four core speeches are particularly weak and fail to describe the current structure of Chinese government, politics, and motives. Far too many of the comments about ideology apply more to the Former Soviet Union than modern China. Somewhat ironically, the DIA report on Chinese Military Power does a better job of describing the structure and character of the Chinese government that these speeches.

If the U.S. is to deal with the issues raised in these speeches, it needs to do a far better job of assessing the structure and nature of the Chinese government and political system, its actions overseas and how other states perceive them, and how the U.S. can best compete. The U.S. also needs to very carefully assess the best way to change Chinese behavior, whether opportunities still do exist for cooperation in many areas, and how the U.S. must change its own behavior to win the support of other states.

Is this View of China One that has Bipartisan Support and that Will Endure Beyond the Coming Election?

Surveys do show deep popular distrust of China in the United States. This is very different, however, from support for the views Secretary Pompeo expressed in terms of U.S. policy goals and from agreeing on any practical course of action. Many who do agree with the charge made about China’s conduct will feel that these positions are too strong; discount the ability to negotiate too much; and risk going from competition to open political, economic, and military conflict.

Any consensus that leads to coherent U.S. action in dealing with problems this diverse will have to be built over time on the basis of far more evidence regarding China’s behavior, analysis of how it makes decisions and acts, and assessments on the U.S. ability to change China’s behavior
rather than the current sentiment that is presented in these speeches. The timing is also awkward because it is so close to an election, the broad political climate is so partisan, and there are so many other immediate crises and issues to address.

Building serious bipartisan support for a new approach to China probably can only begin after the election if President Trump is reelected or after the new Administration is elected if Biden becomes President. It will require far more planning and research than these speeches indicate have taken place to date, and also far more debate over the course of action the U.S. should pursue.

**The Current U.S. National Strategy addresses both China and Russia as Major Competitors. What Should the U.S. position Towards Russia Now Be?**

All of these speeches target China without addressing Russia. However, the new U.S. national strategy adopted in 2017 made Russia an equal threat to China. The U.S. is still debating the extent to which Russia has targeted U.S. elections – and Russia has conducted other disinformation, gray area, and hybrid operations hostile to the United States, as well as begun a major nuclear and missile modernization program.

The potential importance of this mission was made all too clear after Secretary Pompeo gave his final speech on China. Other statements by a senior Administration official warned that the coming U.S. election was being targeted with disinformation campaigns conducted by China, Russia, and Iran. The National Counterintelligence and Security Center (NCSC) Director, William Evanina, issued a press release on July 24, 2020, stating that “Election security remains a top priority for the Intelligence Community.” This release is available from the Office of the Director of National Intelligence, ([https://www.dni.gov/index.php/newsroom/press-releases/item/2135-statement-by-ncsc-director-william-evanina-100-days-until-election-2020](https://www.dni.gov/index.php/newsroom/press-releases/item/2135-statement-by-ncsc-director-william-evanina-100-days-until-election-2020)). It was relatively short, but it addressed a critical aspect of both Russian and Chinese behavior,

> “Today, we see our adversaries seeking to compromise the private communications of U.S. political campaigns, candidates and other political targets. Our adversaries also seek to compromise our election infrastructure, and we continue to monitor malicious cyber actors trying to gain access to U.S. state and federal networks, including those responsible for managing elections. However, the diversity of election systems among the states, multiple checks and redundancies in those systems, and post-election auditing all make it extraordinarily difficult for foreign adversaries to broadly disrupt or change vote tallies without detection.

> In addition, foreign nations continue to use influence measures in social and traditional media in an effort to sway U.S. voters’ preferences and perspectives, to shift U.S. policies, to increase discord and to undermine confidence in our democratic process. The coronavirus pandemic and recent protests, for instance, continue to serve as fodder for foreign influence and disinformation efforts in America.

> At this time, we’re primarily concerned with China, Russia and Iran -- although other nation states and non-state actors could also do harm to our electoral process. Our insights and judgments will evolve as the election season progresses.”

Russia may fall far short of China as an emerging economic power, but it is still a massive nuclear power and poses a major threat to NATO. Its disinformation campaigns as well as its gray zone and hybrid operations pose an ongoing threat to the U.S. and many allies; and its activities in Libya, Syria, and the Ukraine show this threat is both operational and serious. The U.S. cannot focus on China at the expense of Russia or other commitments without carefully assessing the consequences and making major revisions to its overall strategy. The timing will
also be awkward because the U.S. must simultaneously deal with the economic impact of the Coronavirus and formulating the FY2021 budget request.

**What Changes are Required in U.S. Strategy and to What Extent Can the U.S. Create Global Support for Its position?**

Identifying major challenges is very different from offering credible ways to deal with them. The speeches summarized in this analysis indict China’s leadership, government, economy and civil sector, and military claims without suggesting any clear strategy for countering the problems they highlight or negotiating some settlement or new relationship with China. They are yet another demonstration of the fact that the U.S. government seems incapable on understanding that a real-world strategy requires a practical course of action, an actual plan to implement it, and the resources required to execute it.

China (and Russia) are not simply a “whole of government” problem, they need a “whole of government solution.” It is not clear that the speeches just described clearly recognize the extent to which this really requires planning, resources, and implementation.

**How Does the U.S. Build Support for a New Approach to Dealing with China’s Position, and Show That Its Stance Is Valid?**

One key problem the U.S. faces is illustrated by the examples of Chinese conduct in the various speeches. Many have never been given the same level of official attention or visibility before. The U.S. has provided detailed official assessments of Chinese military power, but it has never attempted to establish an adequate open source set of reports and evidence to make the full case for the arguments advanced in each speech. These is no ongoing set of official reports that provide detailed chronologies and evidence to the points about China’s methods of economic competition, information warfare, and other largely civil activities – particularly as they apply to Chinese (or Russian) actions in all countries that the U.S. needs to influence.

This is a broader problem within the U.S. government. The U.S. does not attempt to counter malign forms of information warfare by fully and consistently communicating the facts in the many areas where only the government can gather the necessary data. For example, it now no longer provides an annual assessment of statistical patterns in terrorism – the last issue of its only report on Russian military power was in 2017 – it fails to properly update the CIA World Factbook, it fails to require its major combatant commands to issue meaningful strategy documents and assessments, it provides almost no real strategy justification for its budget requests, and it has effectively given up its effort to produce a workable assessment of the World Military Expenditures and Arms Transfers (WMEAT).

There are exceptions like *Chinese Military Power*, but the U.S. does an appallingly bad job of using declassified information to counter the information warfare and disinformation activities of countries like China and Russia. It has steadily cut back on such reporting over the years, relied heavily on topical short-term public affairs efforts, and now needs to develop a whole new stream of reporting.

Many of the areas involved in assessing China’s methods of competing and actions are ones where there is little open source reporting that is not ideological or highly politicized, and where gross over-classification is the rule rather than the exception. A narrow focus on the cost of
reports adds to the problem because they are perhaps the cheapest weapon available. Competing in these areas means credible transparency – an art form where the U.S. is sadly lacking.

**Transitioning from Competition to Civil-Military Confrontation with China without Having a Clear Strategy or Addressing Russia**

There are two other aspects of these speeches that should be a subject of deep concern if the U.S. is to act on its words, and gain international support:

First, they indict China’s leadership, government, economy and civil sector, and military claims without suggesting any clear strategy for either countering the problems they highlight or negotiating some settlement or new relationship with China.

Second, the U.S. must acknowledge that its approach to China is not isolated to its bilateral relationship, but it is also facing the same problems with Russia and even Iran. Instead, the following considerations are needed when creating a strategy:

- China is expanding its influence efforts to shape the policy environment in the United States, pressuring political figures it views as an opposition to China’s interests, and countering criticism of China. Beijing recognizes its efforts might affect the presidential race.
- Russia’s persistent objective is to weaken the United States and diminish the U.S. global role. Using a range of efforts, including internet trolls and other proxies, Russia continues to spread disinformation in the U.S. that is designed to undermine confidence in our democratic process and denigrate what it sees as an anti-Russian “establishment” in America.
- Iran seeks to undermine U.S. democratic institutions and divide the country in the coming months of the elections. Iran’s efforts center around online influence, such as spreading disinformation on social media and recirculating anti-U.S. content.

In regards to Russia, if one considers Evanina’s statement in the context of the fact there still is no final report on the accuracy of the FBI’s investigation in Russia’s role in the 2016 election, reports on Russian nuclear and space warfare developments, or reports on Russia’s role in British and other foreign disinformation campaigns, it is clear that the failure to address Russia is a critical omission. This is particularly true given the fact that the new National Security Strategy that the U.S. adopted in 2017, the new National Defense Strategy that the U.S. adopted in 2018, and both the defense budget submissions and the annual threat assessments by the Director of National Intelligence from 2012 to the present have all focused on Russia as well as China.

This is also imperative as Russia is still sustaining the fighting in the Ukraine; putting steady pressure on NATO, particularly in Russia’s border areas; testing anti-satellite systems in space; executing a major nuclear and missile program; developing long-range hypersonic pression strike systems; carrying out gray area and hybrid operations in Syria and Libya; and playing a major role in trying to shape world petroleum prices.
For additional Burke Chair studies see:

- **U.S. Competition with China and Russia: The Crisis-Driven Need to Change U.S. Strategy**, is available for download [here](#).

- **Chronology of Possible Chinese Gray Area and Hybrid Warfare Operations** and is available for download [here](#).

- **Chronology of Possible Russian Gray Area and Hybrid Warfare Operations** and is available for download [here](#).

- **China and the U.S.: Cooperation, Competition, and or Conflict: Full Report**, October 1, 2019, is available for download [here](#).
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